OhCR CSF Seminar #3 for Access ITC’s School Districts (approximately 30 school systems)

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Time** | **Instruction** | **PPT** | **Time** | **Instructor** |
| 12:30 | Vulnerability Management Plan  Elevate to an Incident Response with the OhCR | VM1 | 30 min | Robbins |
| 1:00 | CISA External Looking Cyber Hygiene Service with NMAP and NESSUS | VM2 | 30 min | Robbins |
| 1:30 | Log Analysis either by device or centrally located system with thresholds set | VM3 | 30 min | Robbins |
| 2:00 | Acquire Tap and Install. Send it to a storage platform. Plan to send data over secure network. | VM4 | 30 min | Robbins |
| 2:30 | SIEM Software Training for the School District  Passive VM Tools using Zeek and Rita Reports | VM5 | 30 min | Robbins |
| 3:00 | Data Flows | VM6 | 30 min | Robbins |